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La suscrita Diputada ANA LAURA HUERTA VALDOVINOS, integrante del
Grupo Parlamentario de Morena de la Legislatura 66 del Congreso del Estado
Libre y Soberano de Tamaulipas, con fundamento en lo dispuesto por los
articulos 58, fraccion I, 64, fraccién I de la Constitucién Politica del Estado de
Tamaulipas; 67 numeral 1, inciso e) y 93, numerales 1, 2 y 3 inciso b) de la
Ley sobre la Organizacién y Funcionamiento Internos del Congreso del Estado
Libre y Soberano de Tamaulipas, acudo ante este Pleno Legislativo a
promover INICIATIVA CON PROYECTO DE DECRETO MEDIANTE EL
CUAL SE REFORMAN Y ADICIONAN DIVERSAS DISPOSICIONES DEL
MARCO NORMATIVO ESTATAL EN MATERIA DE SEGURIDAD Y
PROTECCION DIGITAL DE NINAS, NINOS Y ADOLESCENTES, al tenor de

la siguiente:

EXPOSICION DE MOTIVOS

La sociedad tamaulipeca, al igual que el resto del pais, ha experimentado una
transformacion  profunda en sus dinamicas sociales, econdmicas,
institucionales y de convivencia como consecuencia del uso intensivo y

generalizado de las tecnologias de la informacidn y la comunicacién.

El entorno digital ha dejado de ser un espacio accesorio para convertirse en
un ambito cotidiano en el que se ejercen derechos, se generan relaciones
juridicas, se intercambia informacién sensible y se desarrollan actividades con

un impacto significativo en la vida publica y privada de las personas.
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Este proceso de digitalizacién ha generado beneficios indiscutibles en términos
de conectividad, acceso a servicios, innovacién y participacién social; sin
embargo, también ha propiciado la aparicién y expansion de nuevas
modalidades delictivas que aprovechan las caracteristicas propias del entorno
digital, tales como el anonimato, la inmediatez, el alcance masivo y la
dificultad de rastreo o atribucion de responsabilidades, lo que representa retos

relevantes para la seguridad publica y la procuracién de justicia.

En este contexto, los denominados ciberdelitos, entre los que se encuentran el
fraude electrénico, la usurpacién de identidad digital, el acceso ilicito a
sistemas informaticos, la extorsion digital, el ciberacoso, el grooming vy la
difusidon no consentida de contenido intimo, han incrementado su incidencia y
complejidad, generando afectaciones que trascienden el ambito patrimonial y
alcanzan dimensiones psicoldgicas, emocionales, reputacionales y de

desarrollo integral de las personas.

Particularmente preocupante resulta el impacto de estas conductas en nifias,
nifios y adolescentes, quienes interactian en entornos digitales desde edades
cada vez mas tempranas y, en muchos casos, sin contar con herramientas
suficientes para identificar riesgos, proteger su informacién personal o
denunciar situaciones de violencia digital. En consecuencia, el interés superior
de la niflez debe constituirse como un eje transversal en el disefio de politicas
publicas y acciones legislativas orientadas a garantizar su proteccion integral

en el ambito digital.

Si bien el marco juridico del Estado de Tamaulipas contempla disposiciones
relacionadas con conductas cometidas mediante el uso de tecnologias, dichas
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normas se encuentran actualmente dispersas en diversos ordenamientos,
carecen de una sistematizacion integral y, en algunos casos, no reflejan la
evolucién acelerada de las modalidades delictivas digitales. Esta
fragmentacién normativa dificulta la prevencion eficaz, la coordinacion
institucional, la investigacion especializada y la adecuada atencién vy

proteccién de las victimas.

Asimismo, la respuesta del Estado frente a los ciberdelitos no puede limitarse
a un enfoque exclusivamente punitivo. La experiencia nacional e internacional
demuestra que las estrategias mas eficaces incorporan acciones preventivas,
de orientacion ciudadana, fortalecimiento institucional y atencién integral a las
victimas, con el objetivo de reducir factores de riesgo, mejorar la capacidad
de respuesta de las autoridades y garantizar el respeto a los derechos

humanos en todas las etapas de la actuacion estatal.

En este sentido, la presente iniciativa tiene como finalidad fortalecer vy
articular un marco juridico integral y coherente que permita enfrentar de
manera eficaz los desafios derivados del entorno digital, mediante Ia
incorporacién de la seguridad digital como parte de la seguridad publica, el
fortalecimiento de las capacidades técnicas y operativas de las instituciones de
seguridad y procuracion de justicia, asi como la proteccién reforzada de los
derechos de nifias, nifios y adolescentes, sin invadir competencias federales ni

generar duplicidades administrativas.

Por ello, la propuesta legislativa se estructura sobre cuatro ejes
fundamentales: en primer término, el fortalecimiento de acciones preventivas
y de orientacidon ciudadana frente a los riesgos del entorno digital; en segundo
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lugar, la actualizacion y armonizacién del marco penal en materia de
ciberdelitos; en tercer término, el fortalecimiento de las capacidades técnicas,
operativas y de coordinacién de las instituciones de seguridad publica y
procuracion de justicia; y, finalmente, la proteccion reforzada de las victimas,
especialmente de nifas, nifios y adolescentes, mediante mecanismos de

atencion, canalizacion y reparacion integral del dafo.

De igual manera, la presente accidn legislativa reconoce que los aspectos
operativos, técnicos y procedimentales, tales como protocolos de actuacion,
esquemas de capacitacion especializada, mecanismos de coordinacion
interinstitucional y lineamientos técnicos, que deben desarrollarse a través de
reglamentos, acuerdos y disposiciones administrativas, lo que permite
garantizar flexibilidad normativa, actualizacion permanente vy viabilidad

presupuestal, sin menoscabo del marco legal sustantivo.

Esta reforma se alinea con los Objetivos de Desarrollo Sostenible de la Agenda
2030, particularmente con el Objetivo 9, relativo a la innovacién y el
fortalecimiento de la infraestructura tecnoldgica; y el Objetivo 16, enfocado en
la construccién de instituciones eficaces, responsables e inclusivas que
garanticen el acceso a la justicia y la paz social, asi como, de manera

transversal, con la proteccién de los derechos de nifias, nifios y adolescentes.

En consecuencia, el Poder Legislativo del Estado de Tamaulipas, en ejercicio
de su funcion constitucional, tiene la responsabilidad de anticiparse a los
riesgos emergentes derivados de la transformacion digital, dotando al Estado
de un marco normativo moderno, preventivo y centrado en las personas, que
permita fortalecer la seguridad publica, mejorar la procuracion de justicia y
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garantizar la proteccién efectiva de los derechos fundamentales en la era

digital.

Por lo que en ese sentido y con base en los razonamientos que anteceden,
pongo a consideracién de este Honorable Pleno Legislativo, la siguiente

iniciativa con proyecto de:

DECRETO MEDIANTE EL CUAL SE REFORMAN Y ADICIONAN DIVERSAS
DISPOSICIONES DEL MARCO NORMATIVO ESTATAL EN MATERIA DE
SEGURIDAD Y PROTECCION DIGITAL DE NINAS, NINOS Y
ADOLESCENTES.

ARTICULO PRIMERO. Se adicionan los articulos 207 Septies; 207 Octies;
207 Nonies; 207 Decies; 207 Undecies y 207 Duodecies, al Codigo Penal del

Estado de Tamaulipas, para quedar como siguen:

ARTICULO 207-Septies.- Comete el delito de usurpacién de identidad digital
guien, sin consentimiento de su titular, utilice, transfiera, suplante o se
apropie de datos personales, perfiles, cuentas, credenciales o cualquier
elemento de identificacion digital de otra persona, con la finalidad de obtener
un beneficio, causar un dafio o inducir a error a terceros. A quien cometa este
delito se le impondra pena de tres a siete afios de prision y multa de

doscientas a seiscientas veces la Unidad de Medida y Actualizacién.

ARTICULO 207-Octies.- Cuando el delito de fraude se cometa mediante el
uso de sistemas informaticos, plataformas digitales, redes sociales,
aplicaciones electrdnicas o cualquier medio tecnoldgico, la pena prevista para
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el delito base se incrementara hasta en una mitad, sin perjuicio de las

sanciones que correspondan por otros delitos.

ARTICULO 207-Nonies.- A quien, mediante el uso de comunicaciones
electrénicas, sitios web falsos, suplantacidn tecnoldgica o cualquier otro medio
digital, obtenga de manera indebida datos personales, financieros o
patrimoniales de otra persona, se le impondra pena de tres a ocho afios de
prision y multa de trescientas a ochocientas veces la Unidad de Medida y

Actualizacién.

ARTICULO 207-Decies.- Comete el delito de ciberacoso quien, de manera
reiterada y a través de medios digitales, hostigue, intimide, amenace, humille
o difunda contenido denigrante que vulnere la dignidad, estabilidad emocional
o integridad psicolégica de otra persona. A quien cometa este delito se le
impondra pena de uno a cuatro afos de prision y multa de cincuenta a

trescientas veces la Unidad de Medida y Actualizacién.

ARTICULO 207-Undecies.- Comete el delito de grooming quien, a través de
medios digitales, contacte a una nifia, nino o adolescente con fines de abuso
sexual, explotacion sexual o la obtencién de material de contenido intimo. A
quien cometa este delito se le impondra pena de cinco a diez afios de prisidn,

sin perjuicio de los delitos que resulten.

ARTICULO 207-Duodecies.- A quien difunda, comparta o publique
contenido intimo de caracter sexual sin el consentimiento de la persona
afectada, mediante medios digitales, se le impondra pena de tres a seis anos
de prision y multa de quinientas veces la Unidad de Medida y Actualizacidn.
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Las penas se incrementaran cuando:
I. Exista relacion de confianza;
II. Se actle con animo de lucro; o

III. La victima sea nifa, nifio o adolescente.

Las penas previstas en el presente Capitulo se incrementaran hasta en una

mitad cuando:

I. La victima sea nifia, nifo, adolescente, persona adulta mayor o persona con
discapacidad;

II. Se utilicen datos personales sensibles;

II1. El delito sea cometido por servidor publico; o

IV. Exista dafio patrimonial grave o afectacién a la salud emocional.

ARTICULO SEGUNDO. Se adiciona el numeral 4, a la Ley de Seguridad

Pablica para el Estado de Tamaulipas, para quedar como sigue:

Articulo 1.
1.- al 3.-

4.- La seguridad publica del Estado tiene entre sus objetivos la prevencion,
atencién inicial y coordinacion institucional frente a los delitos cometidos
mediante el uso de medios digitales, tecnoldgicos o informaticos. Para tal
efecto, la seguridad digital se reconoce como parte integrante de la seguridad
publica y comprende acciones de prevencion, orientacion ciudadana, atencion
a victimas, actuacidon como primer respondiente y preservacion inicial de
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evidencia digital, en los términos de la legislacion aplicable. Asimismo, las
instituciones de seguridad publica deberdn fortalecer las unidades
especializadas existentes en materia de ciberdelitos, sin que ello implique la

creacion obligatoria de nuevas estructuras administrativas.

ARTICULO TERCERO. Se reforma el articulo 3, de la Ley Orgdanica de la
Fiscalia General de Justicia del Estado de Tamaulipas, para quedar como

sigue:

Articulo 3. La Fiscalia General tendrd como fines la investigacion de los
delitos y el esclarecimiento de los hechos; otorgar una procuracién de justicia
eficaz y efectiva, apegada a derecho, que contribuya a combatir y disminuir la
inseguridad; la prevencion del delito; fortalecer el estado de Derecho en la
Entidad; procurar que el culpable no quede impune; asi como promover,
proteger, respetar y garantizar los derechos a la verdad, a la reparacion
integral y a la no repeticidon de las victimas y ofendidos, en particular, y de la

sociedad en general.

Asimismo, la Fiscalia General ejercerd sus atribuciones en la investigacion y
persecucion de los delitos cometidos mediante el uso de tecnologias digitales,
con un enfoque de especializacion técnica, respeto a los derechos humanos y
atencion integral a las victimas. Para tales efectos, las unidades especializadas
existentes deberan contar con capacitacion técnica continua en materia de
analisis forense digital, preservacién de evidencia electrénica y atencion
especializada a nifias, nifios y adolescentes, en los términos de la normativa

aplicable.
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ARTICULO CUARTO. Se reforma el articulo 32 Bis, a la Ley de los Derechos
de Nifias, Nifios y Adolescentes del Estado de Tamaulipas, para quedar como

sigue:

ARTICULO 32 Bis.

Las nifias, nifios y adolescentes tienen derecho a desarrollarse en entornos
digitales seguros, libres de violencia, acoso, explotacién, abuso o cualquier
otra forma de afectaciéon a su integridad, dignidad, intimidad, libertad, vida

privada o desarrollo integral.

Tanto las autoridades, en el ambito de sus respectivas competencias, como
quienes ejerzan la patria potestad, tutela, guarda o custodia, o bien quienes,
sin tener dicho caracter, los tengan bajo su cuidado, deberan adoptar acciones
de prevencién, orientacién, deteccion, atencién integral y canalizacién
oportuna de aquellos casos en que se utilicen las tecnologias de la informacion
y comunicacién para vulnerar sus derechos, incluidos el ciberacoso, el
grooming y otras conductas analogas, conforme a los protocolos vy

disposiciones aplicables.

Asimismo, el Sistema Estatal de Proteccién Integral de Nifias, Nifios y
Adolescentes promovera la coordinacién interinstitucional para el disefio,
implementacién y evaluacién de politicas publicas, programas y acciones
orientadas a la proteccion efectiva de los derechos de nifias, nifios vy

adolescentes en el ambito digital.

TRANSITORIOS
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PRIMERO. El presente Decreto entrard en vigor al dia siguiente de su

publicacién en el Periddico Oficial del Estado.

SEGUNDO. Las autoridades competentes deberan de emitir los lineamientos,
protocolos y adecuaciones administrativas necesarias para el cumplimiento del

presente Decreto.

TERCERO. Las acciones derivadas del presente Decreto deberan realizarse
con los recursos presupuestales aprobados, sin generar impacto presupuestal

adicional.
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Dado en el Recinto Oficial del Congreso del Estado de Tamaulipas, a los 4%
dias del mes de enero de 2026.

ATENTAMENTE
"POR LA CUARTA TRANSFORMACION DE LA VIDA PUBLICA DE

DIP. ANA LAURA HUERTA VALDOVINOS

HOJA DE FIRMA A LA INICIATIVA CON PROYECTO DE DECRETO POR EL QUE SE REFORMAN, ADICIONAN Y DEROGAN DIVERSAS
DISPOSICIONES EN MATERIA DE PREVENCION, ATENCION, INVESTIGACION Y SANCION DE LOS CIBERDELITOS EN EL ESTADO DE
TAMAULIPAS.
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